
LINUX	FIREWALLS:	ATTACK	DETECTION
AND	RESPONSE
System	 administrators	 need	 to	 stay	 ahead	 of	 new	 security	 vulnerabilities	 that	 leave
their	networks	exposed	every	day.	A	firewall	and	an	intrusion	detection	systems	(IDS)
are	two	important	weapons	in	that	fight,	enabling	you	to	proactively	deny	access	and
monitor	network	traffic	for...
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Reader's	Opinions
really	good,	just	read	the	first	half.	Nice	theory	about	networking	attacks

This	book	is	one	of	the	best	books	in	information	security.	Highly	recommended.It	first	explains	iptables
(no	other	 book	explained	 it	 so	 well	 like	 in	 this	 book)then	psad	 and	how	 they	are	 hooked	 together,next
fwsnort	then	again	how	to	integrate	them	all	together	in	order	to	harden	a	network.
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